
 

 
 
 
 
 
 
 
 
 
 
 
 
 

ACinfotec’s Penetration Testers are active learners, skilled with a practical knowledge of 
penetration testing and information security. As a penetration tester, you’ll responsible for 
performing vulnerability assessment and penetration testing for top-class organizations in Thailand. 
This includes but not limited to finding vulnerabilities, which pave the way to get-into the system, 
analyses cybersecurity risks and develop reports in both technical and non-technical level for the 
clients. 
 
Base: BKK - HQ 

 
What You'll Be Doing: 

 Conducting vulnerability assessment and penetration testing using globally accepted 
methodology as well as ACinfotec in-house methodology 

 Producing high quality reports that identify vulnerabilities including appropriate 
recommendations  

 Reviewing and recommending suitable security architecture / controls for clients 
 Analyzing new cybersecurity threats and incidents and write reports / blog posts 
 Performing research on new security technology and solutions 
 Conducting training class for clients or being public speaker as needed 
 Performing other jobs as assigned 

 

What We'll Expect From You: 

 Strong knowledge of cybersecurity 

ACinfotec is a leading and fast growing IT consulting company. Our expert team provides a range 
of services including consulting, cybersecurity assessment, training and solutions based on  
ISO 27001, ISO 20000, ISO 22301, ITIL, BCM, COBIT, CMMI and other IT standards. We need 
talented people like you to help us on our mission. At ACinfotec, you will access to vast array of 
knowledge and the opportunities to work in challenging and inspiring projects of high-end 
customers. 

Penetration Tester        2 positions 



 
 Strong knowledge of penetration testing methodology e.g. OWASP, OSSTMM, NIST SP800-

115 
 Hands on penetration testing experience desired (e.g. used to work as a penetration tester) 
 Experience with using, customizing and developing open source security tools for 

penetration testing is a plus 
 Experience in multiple programming languages and shell scripting is a plus 
 Experience in systems administration of Windows and Linux is a plus 
 Experience in a position of network security engineer or related jobs is a plus 
 Good command of English in both written and verbal communications desired 
 Self-contained, able to prioritize and manage multiple projects on different timelines 
 Excellent flexibility and collaborative work style 
 Ability to work effectively under pressure, be a creative thinker, and have the ability to take 

initiative 
 Occasional extended hours and weekend work necessary when performing penetration 

testing for clients in different time zones or as requested by clients 
 Flexible weekday work hours 
 Domestic and international travel required 

 

This position offers a great opportunity to learn and experience world-class cybersecurity practice & 
solutions, plus close engagement with the nation’s top-class organizations.  Our policy is to create 
the best place to work for professionals with a lot of learning and training opportunities. If you feel 
that you have what it takes to join our company, do not hesitate to contact us. 
 
Please provide a detailed CV including a summary of your education, past experience and also the 
salary expectation and e-mail to hr@acinfotec.com. 
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